ALL-SOURCE COUNTER INSIDER THREAT (C-InT) ASSESSMENT AND MITIGATION ESSENTIAL BODY OF WORK (EBW)

Counter-Insider Threat Assessment and Mitigation

Objective: Gather, integrate, review, assess, and respond to information derived from multiple sources (e.qg., Cl,
Security, Cybersecurity, Human Resources/Personnel Management, Behavioral Science, Legal, LE, and UAM) to
identify, mitigate, and counter insider threats.
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Participate in Local and External Reviews/Lessons Learned (e.g., Audits, AARs, InT-
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Support the C-InT Hub in Facilitating and Monitoring an Appropriate Mitigation
Strategy with all Relevant Stakeholders as required
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